
UXS-103: Solaris™ 11 Administration Part 1 

 

Elements of this syllabus are subject to change. 

About this course 
This five-day course is designed to cover the essential administration tasks 
confronting today's Sun systems administrators. It covers all basic 
workstation administration functions, with full hands-on experience at all 
stages. The Solaris 11 Visual Administration Solaris Management Console 
(SMC) is also covered. For network administrators, this course should be 
followed by the Solaris 11 System Administration (Part 2) course. 

Course Objective 
To attain a level of competence performing Solaris administration tasks to 
that defined in the Solaris 11 Certified Administrator Part 1 exam. This 
involves mainly essential local administration tasks. 

Prerequisites 
Knowledge of Solaris up to a level taught in the Introduction to Solaris 
course is important, and some previous administration experience is 
helpful. 
 
 

Course Details 

Course Code: UXS-103 

Duration: 5 days 

Notes: 

• This course syllabus should be 
used to determine whether 
the course is appropriate for 
the students, based on their 
current skills and technical 
training needs.  

• Course content, prices, and 
availability are subject to 
change without notice. 

• Terms and Conditions apply 
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